
• Content flows control 
• Content discovery* 
• User activity monitoring* 

• Anti-phishing 
• Anti-spam protection 
• Anti-malware 
• APT and zero-day protection 
• Impression (BEC) protection 
• Attachments deep 

scanning 
• URL filtering 
• Threat intelligence 
• Incident response services 

• Security events collection 
• Security incident 

management 
• Security incident response 
• Includes all functionalities 

of Advanced Security 

• Antivirus and anti-malware 
protection with local 
signature-based detection 

• URL filtering 
• Forensic backup, scan 

backups for malware, 
safe recovery, 
corporate allowlist 

• Smart protection plans 
• Exploit prevention 

• Patch management 
• HOD health 
• Software inventory 
• Fail safe patching 
, Cyber scripting 
, Toolbox for MSP* 
• Machine intelligence 

based monitoring* 
• Software deployment* 

, Microsoft SOL 
Server and Microsoft 
Exchange clusters 

• Oracle DB 
·SAP HANA 
• Data Protection Map 
• Continuous Data Protection 
• MySQL/MariaDB backup 
• Off-host data processing 

• Production 
and test failover 

• Cloud-only and 
site-to-site VPN 
connections 

, Multiple templates 
• Cyber Protected 

Disaster Recovery 
• Runbooks 

• Notarization 
and eSignature 

• Document templates* 
• On-premises 

content repositories 
(NAS, SharePoint)* 

• Backup of sync 
and share files* 


